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AT&T DATA BREACH

In April, a massive data
breach hit AT&T leaking
nearly all of their customers
sensitive data

FAMILY GETS HIT BY
DEEPFAKE CALLS

A local family has been hit by
numerous deepfake phone calls
asking for money and bitcoin,
more information can be found
on page 2.

Find some helpful tips
from McAfee (a virus

protection company) that
can help keep your
personal data safe!

TIPS FROM MCAFEE ON
HOW TO PROTECT YOUR

PRIVACY!
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Educate
yourself and

those
around you

Tighten
Social
Media

settings

Put content
under a

microscope 

Family Gets Hit by Deepfake Wave

As many of us have heard and may have experienced,
deep fakes are on the rise and are resulting in breaches
of piracy within our inner circles,
workplaces, and more. This story
hits close to home as it’s 
something I had experienced it. 
My family received many phone 
calls and voice messages from 
someone claiming to be my Uncle, who sounded like
him, asking for money and bitcoin, this affected not just
my immediate family but my entire family at large as we
all received these terrifying phone calls.

Source: Bryce Dyer

Protect
Yourself!

with these
tips from
McAfee!

Source: McAfee
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Use
watermarks
on images &

videos

Limit your
online

footprint

Report
deepfakes
to platform

admins
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AT&T Hit by Data Breach

Back in April AT&T, one of the largest cell phone data
providers in the country was hit by a massive data
breach. The data breach included a leak of nearly all of
their records of customers calls 
and texts. The leak also 
included information about who 
interacted with their landline 
phone customers between May 
1st, 2022 - October 31st, 2022  
This massive data breach has effected millions and is
just one of many data breaches to ravage the country
this year. 

Protect
Yourself!

with more
tips from
McAfee!

Source: McAfee


